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Instructions: Attempt all questions.  

 

SECTION A  

(5Qx4M=20Marks) 

S. No.  Marks CO 

Q 1 Identify and describe the responsibilities of a crisis management team. 4     CO4 

Q 2 Define top-line and bottom-line growth in a business context and 

compare their implications on a company's financial health. 
4 CO1 

Q 3 Describe the processes of risk assessment and business impact analysis 

and evaluate how they contribute to organizational risk management. 
4 CO2 

Q 4 List and explain the key elements essential for the success of a Business 

Continuity and Disaster Recovery (BC/DR) project. 
4 CO1 

Q 5 Define a BC/DR plan audit and discuss its importance in ensuring the 

effectiveness of business continuity and disaster recovery plans. 4 CO4 

SECTION B  

(4Qx10M= 40 Marks) 

Q 6 Describe how the outputs of a business impact analysis are used in 

business continuity planning. 
10     CO2 

Q 7 Explain the recovery requirements and recovery options in risk 

mitigation process. 
10 CO2 

Q 8 Define each of the following terms as they relate to business continuity 

and disaster recovery: event logs, change control, and appendices. 
10 CO3 

Q 9 Analyze the relationships between the operational, financial, and 

indirect impacts of a business disruption. How do these impacts 

influence each other? 

OR 

Explain the difference between Disaster Recovery (DR) and Business 

Continuity (BC) within the IT context. 

10 CO3 



SECTION-C 

(2Qx20M=40 Marks) 

Q 10 Explain the phases of BCDR plan development. 
20 CO3 

Q 11 Explain the following figure in detail with each term mentioned in this. 

 

 
 

OR 

 

Given a scenario where an organization's primary data center has failed 

due to a natural disaster, outline the steps you would take to restore IT 

services using the disaster recovery plan. 

20 CO2 

 




